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1. Name: UC2 – Intermediate the exchange of messages
1.1. Brief Description
This use case is an abstract use case. It will be used in the use cases which refer it. The use case describes the manner in which the CRDB system intermediates the message exchange (any type of message) among the phone service operators (messages related to number porting).
2. Event flows
2.1. Normal flow
1. The system receives a message from one of the operators.
The use case begins when the system receives a message from an operator.

2. The system verifies whether the “Accept duplicate messages” option is activated and, if it is, it verifies if the message is a duplicate – the operator does not have the option activated or the message is a not a duplicate.

The system verifies if, for the case in question, the last message received from the operator in question is of the same type as the current message and comprises the same identifier of the porting case or the same numbers, in case it is a porting request. In addition, it verifies if the time interval between the last message and the current message does not exceed a limit preset through a system parameter. If the conditions above apply, the message is considered a duplicate; if at least one of the conditions does not apply, the message is not considered a duplicate. 
3. The system validates the message – the message is valid
The system identifies the message depending on its content and validates it applying the validation rules, at the level of the message, of the transaction and of the use case. Each XML message comprises an element with the message name, based on which the system identifies the type of message. This element is not mentioned in the tables which describe the message content, because it is not considered to be a specific requirement regarding the content. (For examples of messages and for the description of the XML schemas, see the technical specification of the communication interface).
4. The system replies to the operator 
The system builds the specific response message (npsoapserverresponse) depending on the result of the validation and sends it to the operator in step 1, as a reply to the message received.
5. The system stores the message in the pending queue (distinct for each operator)
The system stores the message received and adds it to a pending queue, in order to deliver it as soon as possible.
6. The system delivers the message to the recipient operator
The system delivers the message from the pending queue to the targeted operator. The message is sent after all the previous messages have been sent successfully to this operator.\
7. The operator receives the message from the system 
The operator receives the message from the system and replies with a specific message (npsoapserverresponse). The system receives the specific message. When receiving the message, the system considers that the mediated message was delivered successfully, irrespective of the fact that the operator filled in the error elements.
2.2. Exception Flows 
2.2.1. FA1 The operator does not receive the npsoapserverresponse message from the system 
At step 4 of the main flow, if an operator which sent a message to the system does not receive the specific response message (npsoapserverresponse), the operator in question has to try to resend the message until it receives a response. It is considered that the failure to receive a response is equivalent to an “unreceived message” irrespective of the reason and even if the message was successfully received.
2.2.2. FA2 The system does not receive the npsoapserverresponse message from the operator
At step 7 of the main flow, the system, does not receive a response message (npsoapserverresponse) for a message newly sent to the operator. The system tries to resent the message (a number of times, according to the configuration). If the limit of attempts is exceeded without receiving a response, the system stops accessing the “Retrieval of lost messages” functionality.
2.2.3. FA3 The message or transaction or porting case are not valid 
At step 3 of the main flow, validation rules are infringed:

· Any message received which is invalid will be rejected by the system, with the corresponding error;

· Any message received which infringes the element validation rules will be rejected by the system, with the corresponding error
· Any message which invalidates the transaction will be rejected by the system with the corresponding error;
· Any message which infringes the validation rules of the use case will be rejected by the system, with the corresponding error
The npsoapserverresponse message comprises the details of the rejection.

2.2.4. FA4 The technical processing limit was exceeded 
Any message which leads to exceeding the “Technical processing limit” leads to rejection, with the error corresponding to the situation.
2.2.5. FA5 The operator replies with a specific message different from the npsoapserverresponse message
At step 7 of the main flow, the system does not receive a response message (npsoapserverresponse) for a message newly sent to the operator, but it receives another specific message which confirms that the initial message was received. The system does not try to resent the message.
2.2.6. FA6 The operator does not have the “Acceptance of duplicate messages” option activated 

At step 2 of the main flow, the operator does not have this option activated. The use case is continued with step 3, without other verifications.
2.2.7. FA7 The operator has the “Acceptance of duplicate messages” option activated and the message is a duplicate 
At step 2, the system ascertains that the message received can be considered a duplicate. The system resends exactly the same npsoapserverresponse message used to reply to the original message. The use case is continued with step 4.
3. Special Requirements 
3.1. CS1 – Messages used in the mediation case
	Implementation code 
	Message
	Description 
	Actor

	npsoapserverresponse
	System Response Message
	This is the technical message which the system and the operator return synchronously when receiving any other message. This message indicates:

· that the message was received

· that the message received does not comprise errors and it is accepted

· that the message received comprises errors and it is rejected 
	F, Sys


The npsoapserverresponse message fulfils all the functions required through these messages in the decision.
3.2. CS2 – Content of npsoapserverresponse Message 
Message structure rules:

· If the intermediated message is accepted, the system does not fill in any element in the error area (faulcode, faultstring, elementname, elementcontent)

· If the npsoapserverresponse message is returned by an operator, the operator in question will not fill in any element in the error area. If the operator fills in these elements, it is ignored by the system.
· The idnumber field is filled in by the system only in case it responds to an nprequest, npdisconnect or an fnpupdate message. If it responds with an nprequest message, the system also fills in deliverypostponed.

· The system ignores the elements marked in the table as being available for fill in only for Sys, on reception of the npsoapserverresponse message from an operator.
· An npsoapserverresponse message can comprise errors or not. If it comprises errors, it can comprise elementname and elementcontent or not. A message can comprise several errors (faultcode, faultstring).

	Element
	Description
	Type
	Format
	Filled in by 
	Mandatory 
	Example

	Version
	Version of the XML schema used by the message
	ST
	digit{2}.digit{2}
	F, Sys
	Yes
	01.00

	Datetime
	Date allotted by the system, when the message is received
	DT
	yyyy-mm-ddThh:mm:ss
	F, Sys
	No
	2008-01-07T22:12:56

	idnumber
	Unique identifier of the porting case, allotted by the system
	ST
	Pdatetime{14}sequence{4}
	Sys
	Yes
	P200801072212560001

	faultcode
	Unique error code, generated by the system
	INT
	{3}
	Sys
	No
	

	faultstring
	Error message generated by the system
	ST
	{60}
	Sys
	No
	

	elementname
	Name of the element to which the error refers
	ST
	{30}
	Sys
	No
	

	elementcontent
	Content of the element to which the error refers
	ST
	{250}
	Sys
	No
	

	deliverypostponed
	It indicates if the nprequest message will be delivered the following working day, due to exceeding the limit of requests delivered on daily basis to a donor
	BL
	{true,false}
	Sys
	Yes
	


3.3. CS3 – Intermediation order 
The messages are sent strictly in the order in which they were received. If a message was not received by its recipient, this will not interfere with the transmission of the following messages, even if it was received before these messages and even by the same recipient. 
3.4. CS4 – Time Slots Used 
The system will record the time slots of reception and delivery to the recipient for each message, in order to calculate the intermediation duration.
4. Preconditions 
A message has to be mediated by the system.
5. Postconditions
The message was sent to the recipient or rejected. The sender received the npsoapserverresponse message in the both situations. 
6. Extension Points 
They are not specified for this use case.
7. Relationships with other entities
7.1. Actors
Given by the use case which uses the mediation
8. Use Case Diagrams 
They are not specified for this use case. 
9. Other Diagrams 
They are not specified for this use case.
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