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Applicability 
1.1. Identification 
The document applies to the information system used for the implementation and management of phone number portability in Albania, hereinafter known as a CRDB (Central Reference Database) system or CRDB. The CRDB system is set up according to decision of the AKEP president, regarding the implementation of number portability and the approval of technical and commercial terms of number portability implementation. 
The requirements covered by this document are the ones assessed as necessary for implementation. Implicit requirements, self-explanatory requirements, explicit and so on, are excluded from the list of requirements which have to be implemented. 
1.2. Document content 
The document contains the requirements which have to be implemented by the CRDB system.

The requirements are described either in the present document, or in the documents referred here.

· Present document (SIP – Detailed Implementation Plan)

· Glossary – document which provides definitions and explanations for specific terms, in the context of specifications 
· Use case reports – one detailed description for each use case

The decision to describe the requirements in several documents was taken on the basis of purely technical criteria in order to manage these requirements more easily. The documentation has to be understood and used as a package. 
1.3. References 
This document includes references to the following: 
· Glossary

· Use case reports

· Technical specification of the communication interface

· User guide

· Decision of the AKEP president regarding Number Portability
2. General Description of the System 
2.1. System Objective 
The main objective of the CRDB system is to ensure the porting of telephone numbers in Albania.

The system is the only one which will enable, validate and manage the number porting. 
2.2. Assumptions and Dependencies 
2.3. Actors and Users 
The actors are the roles „assigned” by the system to the real users.

Example: for the system, the user who sends porting requests is a “recipient”, while the user who synchronises its data is “seen” as a regular “provider”. The human (or non-human) user can be the same in both cases but this user “wears” a different mask, plays a different “role”, thus the name “Actor”. 
Depending on the role played, the system allows the user to have access to functionalities. 
Table – Actors and users 
	No.
	Actor name
	Description of specific interaction with the system (used)
	Specific users 

	1. 
	Recipient (RO)
	Port numbers (UC1)

Disconnect numbers (UC3)

Modify the routing information for the numbers received through porting (UC4)
	-

	2. 
	Donor (DO)
	Participate in the porting of numbers by ceding the numbers (UC1)

Participate in the porting of numbers 

Communicate unavailability for execution
	-

	3. 
	Initial donor (iDO)
	It participates in the disconnection of the numbers by reaccepting them (UC3)
	-

	4. 
	Phone service operator (O)
	It updates its routing information (UC4).

It accesses the provider-specific reports (UC5).
It provides information regarding the reception of a block of numbers, through re-allotment. 
It synchronizes its data with the system.

It defines its own users with restricted rights, as compared to all the rights of the provider.

It manages its own users and their user rights.

It retrieves its lost messages. 
	Operator administrator

Operators defined by the administrator

	5. 
	Anonymous user
	This user verifies the status of a telephone number without having to authenticate.
	-


	6. 
	AKEP
	Administer the system 

Initiate the system
Manage the users and user rights 
Access the reports specific to the providers and to AKEP (UC5)

Communicate the unavailability of the CRDB system 
	AKEP Administrator
AKEP operators – defined by the administrator


2.4. Use Cases
2.4.1. Use Case Diagram 
This diagram presents the relationship between the actors and the use cases.
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2.4.2. Description of Use Cases 
The use cases present the manner in which the system users will use it to perform the actions for which it was created. 

A use case shows how an actor uses the system in order to achieve an objective of relevance. 

The most important elements of the use case are the following: 
· Main flow: it describes the regular, usual interaction between the actor and the system, in order to achieve the objective
· Alternate flows: they describe other possible interactions between the user and the system, in order to reach the same objective, or the reaction of the system to exceptions 

· Exception flows: they describe how the system should react in case of exception 

· Scenarios: they show the actual use of the system, by linking the flows in order to reach the objective (success)  or for failure to reach the objective of the use case
· Special requirements: they are the requirements which apply to the use case, without being covered in the flow description, in order to avoid losing their coherence 
The use cases are briefly described below. There is a detailed report, in separate documents, for each use case in turn.

2.4.3. UC1 – Porting Telephone Numbers 
This use case shows how the system will be used in order to perform the porting of a telephone number, of several numbers or of a series of numbers (consecutive numbers).

In order to fill in and send any message, the providers can use:
· their own information system;

· the WEB user interface of the CRDB system.
In both cases, the two systems will build an XML message specific to the situation and will transmit it to CRDB.
2.4.4. UC2 – Intermediate the Exchange of Message 
This use case is an abstract one. It will be interpreted as being used in the use cases which refer to it. The case describes how the CRDB system will mediate the message exchange (any type of message) between the phone service providers (messages related to the number porting). 
2.4.5. UC3 – Disconnecting Ported Numbers 
This use case shows how the system will be used to execute the disconnection of ported numbers. The term disconnection refers to the returning of the ported numbers to the initial donor (no matter how many portings the number has). The number is no longer used by the recipient, following the cessation of the contract between the subscriber and the recipient operator, regarding the provision of services on the number in question.
Being to a certain point the reversal of porting, disconnection will allow: 
· disconnecting only one telephone number

· disconnecting several telephone numbers

· disconnecting a series of telephone numbers 
In order to fill in and send any message, the providers can use the following:

· their own information system;

· the WEB user interface of the CRDB system.

In both cases, the two systems will build an XML message specific to the situation and will transmit it to CRDB.

2.4.6. UC4 – Updating Routing Information 
This use case shows how the system will be used for the update of routing information of the calls to the ported numbers. If a provider changes the routing numbers associated with the ported telephone numbers, it has to inform all the phone service operators on the changes made. 

This use case is especially applied for hard line telephone numbers. 

In order to fill in and send any message, the providers can use the following:

· their own information system;

· the WEB user interface of the CRDB system.

In both cases, the two systems will build an XML message specific to the situation and will transmit it to CRDB.

2.4.7. UC5 – Generating and Accessing Reports 
This use case shows how the CRDB system will be used to generate and access reports. All the reports are based on the system data, with the exception of the data generated the current day. The data from the previous day are visible through the reporting function, at the end of the working hours. This is a technical and administrative limitation:
· technical: the reports access a copy of the production database, in order to avoid affecting the system performance

· administrative: a copy of the production database can be generated for reporting, whenever required, but the most efficient method is to generate it at the end of the working day. 

3. Additional Requirements 
3.1. Additional Functional Requirements 
This section comprises requirements which are not described in the use cases. 
3.1.1. CFA1 – System Start-up
This is an AKEP-specific functionality, which allows adding data regarding the providers, the blocks of numbers, routing numbers etc.
The system start-up represents the set of administrative operations performed to load data, define users, roles, user rights, to personalize the graphic interface and to set the initial parameters, in order to use the system. 
CFA1.1 – Database Start-up 
The AKEP administrators will be able to add the following data to the database, in order to start up the system:
Data about the providers 
	No.
	Date
	Description

	1. 
	Operator code
	Unique identification code of the provider (it is used in messages in order to fill in the recipient or the donor) – it cannot be modified on the interface

	2. 
	Operator name
	Full name of the provider

	3. 
	Type of operator
	The provider can be Mobile, Fixed and Other. Two entries will be created for the providers with both mobile and fixed network (one for the fixed network and one for the mobile network). 

	4. 
	Profile
	The profile indicates what type of interface is used by the provider to connect to the system , i.e. only the graphic user interface (GUI), or a user interface and the communication interface (FAP)

	5. 
	Accept duplicates 
	In case the provider requests that the duplicate messages sent no longer be rejected by CRDB

	6. 
	Is complex
	This flag means that all porting request from this operator will be treated as complex – with impact on timers.

	7. 
	Operator availability
	If the operator is unavailable (it can no longer receive npexec messages) or not 

	8. 
	Operator URL 
	The URL from which the operator sends the messages to the system (different for each operator) – it cannot be modified on the interface 

	9. 
	System listening URL
	The URL to which the operator sends messages to the system (different for each operator) – it cannot be modified on the interface

	10. 
	System URL 
	The URL from which the system sends messages to the operator (different for each operator) – it cannot be modified on the interface

	11. 
	Operator listening URL 
	The URL to which the system sends messages to the operator (different for each operator) – it cannot be modified on the interface

	12. 
	Validity period 
	Period in which the data are valid (start date, end date)



	13. 
	History information
	This category of information has a history mechanism, i.e. it stores the data before changes. Whenever a change is made, a new version of the data is created and the identifier is saved for the user who made the change. 


Data about the blocks of portable numbers owned by the operators, with license
	No.
	Date
	Description

	1. 
	Start number
	Number starting the block

	2. 
	End number
	Number ending the block

	3. 
	Owning operator
	Identifier of the operator which owns the block of numbers 

	4. 
	Type of block of numbers 
	The type of block (it can be one of the following: Geo, Non Geo, Non Geo Mobile). All the other non-geographic numbers, with the exception of mobile numbers, are considered Non Geo. 



	5. 
	Validity period


	Period in which the numbers are valid (start date, end date)



	6. 
	History information
	This category of information has a history mechanism, i.e. it stores the data before the changes. Whenever a change is made, a new versions of the data is created and the identifier is saved for the user who made the change.

	7. 
	Routing number 
	The routing number associated with the block of numbers. The information is used in the porting validation process.


Data about the routing numbers owned by the operators 
	No.
	Date
	Description

	1. 
	Routing number
	The routing number 

	2. 
	Operator 
	Owning operator 

	3. 
	Type of routing number
	(It can be: Geo, Non Geo, Mobile)



	4. 
	Validity period


	Period in which the data numbers are valid (start date, end date)



	5. 
	History information
	This category of information has a history mechanism, i.e. it stores the data before the changes. Whenever a change is made, a new versions of the data is created and the identifier is saved for the user who made the change.


Data about the porting domains
	No.
	Date
	Description

	1. 
	Cod of porting domain 
	This code ensures the unique identification of a porting domain. The telephone numbers are portable only within a porting domain, not among domains, which means that the recipient has to own numbers with license, in the domain in question, in order to be able to port numbers. 

Code generated automatically

	2. 
	Domain name
	Name of the porting domain

	3. 
	Code
	It comprises the value of the first figures of the telephone number, in order to consider that the number belongs to the indicated porting domain. Several sequences can be added for each porting domain. A sequence can be present in only one domain – it is unique.

	4. 
	Type of numbers
	The possible types of numbers which can be included in the porting domain are the following: Geo, Non Geo, and Mobile.

	5. 
	Maximum amount of numbers in the request 


	It indicates the maximum amount of numbers in the porting domain, which can be included in a porting request. 




Examples of porting domains 
	No.
	Domain Code 
	Name
	0ZAB
	Type of numbers

	1. 
	001
	Tirana
	04
	Geo

	2. 
	002
	Mobile
	06
	Non Geo


Data about the maximum reception and delivery limits, for each donor in turn 
	No.
	Data
	Description 

	1. 
	Operator identifier
	Identifier of the operator in question

	2. 
	Porting domain
	Porting domain in question

	3. 
	Maximum amount of numbers in the delivered requests
	It represents the maximum amount of numbers in the porting requests, which can be delivered to a donor, for each domain. 

	4. 
	Buffer size
	It represents the maximum amount of numbers in the porting requests, whose delivery can be postponed for the next working day.


CFA1.2 – Start-up of System Parameters 
The functionality allows filling in and modifying the values for the system parameters.
	No.
	Parameter
	Described in
	Adjustable on

	1. 
	Maximum values for each timer
	UC1, UC3
	Interface

	2. 
	Maximum values for each measured time slot
	UC1, UC3
	Interface

	3. 
	Maximum values for each predefined time slot
	UC1, UC3
	Interface

	4. 
	Measurement units of time (minutes, hours, days – working or calendar days)
	UC1, UC3
	Interface

	5. 
	Restrictions from the final working hour for each of the npdone, IRM, npdeactdone messages (minutes, without reaching the beginning of the working day)
	UC1
	Interface

	6. 
	Prolongations from the final working hour for each of the npexec, nprequest, RPF messages (minutes, without reaching the next day)
	UC1
	Interface

	7. 
	Amount of different individual numbers above which the porting request is treated by system as complex.
	UC1
	Interface

	8. 
	Porting windows for the Fixed and mobile numbers 
	SIP
	Interface

	9. 
	 “Accepting duplicate messages” parameter per operator
	UC2
	Interface

	10. 
	Values of daily limits of ported numbers received for each donor
	Glossary
	Interface

	11. 
	Values of daily limits of ported numbers delivered for each donor
	Glossary
	Interface

	12. 
	Maximum amount of numbers in a request
	Glossary
	Interface

	13. 
	Technical processing limit of the system
	Glossary
	Database

	14. 
	Working days and hours
	Glossary
	Database

	15. 
	Number of attempts to send a message
	Interfacing specifications
	Database

	16. 
	Interval between attempts to send a message
	Interfacing specifications
	Database

	17. 
	Maximum message size (including attachments)
	Interfacing specifications
	Database

	18. 
	Pending time
	Interfacing specifications
	Database


3.1.2. CFA2 – System Administration
This is an AKEP-specific functionality, which allows the management of data regarding operators, blocks of numbers, routing numbers etc.

The management of these data involves addition and modification. The deletion is not possible on the interface as it is required for future reference. An entity or information is marked as expired, when no longer in use, by setting the end date of the validity period. Change of information is generally treated as update of old information to mark it as not being valid and insertion of the new values. For example, a block of numbers no longer belongs to a certain operator, but it belongs to another.
CFA2.1 Management of Data about Operators
The system will allow updating data about the phone service operators.

When the user (AKEP administrator) accesses the functionality, the result displayed is a report/list with all the operators. The list displays the following: operator code, type, operator name, operator URL, end date (regarding data validity).

The list allows filtering on the basis of the different criterions.
When selecting an operator, all the data about the operator in question are displayed, according to the “Data about the operators” table. 
The data about the selected operator can be updated, with the exception of the code and the URLs, data which have to be edited directly on the database, for safety reasons. 

CFA2.2 Management of Porting Domains 
The system will allow updating the data regarding porting domains. 

When the user accesses the functionality, the result displayed will be a report/list with information regarding the porting domains. The list displays the following: domain code, name 0ZAB, number type.
The list does not allow filtering.

When selecting a porting domain, all the data about the domain in question are displayed according to the “Data about the porting domains” table. 
The porting domains can be added and modified.
CFA2.2 Management of Routing Information 
The system will allow updating data about the routing information.

When the user accesses the functionality, the result displayed will be a report/list with routing information for all the operators. The list displays the following: routing number, operator code, end date (regarding the data validity). 
The list allows filtering based on the following: start date, end date, participant code, number type, routing number. 
When selecting a routing number, all the data about the routing number in question are displayed according to the “Data about the routing numbers owned by the operators” table. 
Routing information can be added and modified.
CFA2.3 Management of Reception Limits for Operators 
The system will allow updating the data about the reception limits for operators.

When the user accesses the functionality, the result displayed will be a report/list with information regarding the limits for all the operators. The list displays the following: operator code, code of porting domain, name of porting domain, maximum amount of numbers in the delivered requests, buffer size.

The list allows filtering based on the following: operator code, code of porting domain, name of porting domain, maximum amount of numbers in the delivered requests, buffer size.
The list allows filtering based on the following: operator code, code of porting domain, name of porting domain. 

When selecting an operator and a porting domain, all the data about its limits are displayed according to the “Data about the routing numbers owned by the operators” table.

The system will allow all the settings made for one operator to be applied automatically to all the operators. Thus, if the values of the limits are the same for all the operators, the user will not have to edit them for each operator in turn, but for only one operator, after which he/she selects the automatic application of the same settings to all the operators.
The reception limits can be modified. 

CFA2.4 Management of Blocks of Numbers 
The system will allow updating the data about the blocks of numbers owned by the phone service operators. 

When the user accesses the functionality, the result displayed is a report/list with all the blocks of numbers. 
The list displays the following: operator code, start number, end number, type of block, validity period.

The list allows filtering based on: validity period, start number, end number, type of number. 

When selecting a block of numbers, all the data about the block in question are displayed according to the “Data about the blocks of portable numbers owned by the operators, with license” table. 
New blocks of numbers can be added.

The blocks of numbers can be modified. Modifying the “Start number” and “End number” is not allowed.

The blocks of numbers can be divided between 2 operators. The number within the block from which division for the second operator begins will be specified. 
CFA2.5 Management of Ported Numbers 
The system will allow access to data about the ported telephone numbers.

CFA2.7 Management of Porting Windows 
The system will allow defining the porting windows for the fixed and mobile numbers. 

The following elements are selected when defining a porting window: 
· Start hour

· End hour

· Type of numbers (fixed or mobile)

· Date when the porting sequence becomes valid
Restrictions regarding the definition of porting windows:

· The porting windows only includes whole working hours;

· The existence of several porting windows, with the same start hour, for the same type of numbers, is not allowed;

· The date when the porting becomes valid can be selected only from future dates (at least 1 day after the current day).
Starting the moment when the new porting windows become effective:

· The start date and end date of the porting interval on the new nprequest messages have to be set according to the new windows;

· Even for porting sequences initiated before the new windows become effective, the porting date of the new npresponse messages has to comply with the new windows 

· The npresponse message will no longer be received by the system if the latter cannot define a date of porting in the future, according to the new porting windows. 
3.1.3. CFA3 – System Access (Authentication and authorization)
The system access is made by:

· Accessing the user interface (web): authentication and authorization are made on the basis of the username and password and based on the roles allotted to the user.

· Accessing the communication interface: authentication and authorization are made through the connection established, through the network securing mechanisms or through the electronic signature applied on the messages by the sender (the system of the operator or the CRDB system). The system has all the user rights of the operator which it represents, for the functionalities provided by the interface. 
The system will implement mechanisms for the protection against repeated attempts to insert passwords and usernames which are not recognized by the system.

The electronic signature will be a functionality which can be deactivated and activated by all the operators. 
3.1.4. CFA4 – Management of Access Roles and Security 
The system will allow the AKEP administrators to define roles. The roles determine different types of user access to the system functionalities.
The roles will be definable both for AKEP and for each operator in turn.

User access rights will always be linked to functionality.

If a user does not have access rights to certain functionality, the user in question will not be able to access the functionality by any means – neither from the menu, a link from another page, nor from directly adding the URL in the browser. 
The following rules will be followed: 
1. Any user can access only the functionalities available for the role to whom the user belongs and only the data which involve the operator in question.

2. A user of the CRDB operator cannot take part in processes of porting, disconnection, modification, routing, unless the user belongs to an operator. 

3. There will be 3 classes of users, i.e.:
a. AKEP users (CRDB administrator)

b. Operator users

c. Other authorities with rights to access reports
It will be possible to define users only of the same class in the system – the CRDB administrator, a certain operator, or another authority. For example, it will not be possible to define users belonging to several operators or to an operator and to AKEP at the same time.
CFA4.1 – The Other Authority Role 
The system will have a special role defined, different from AKEP and different from the phone service operators.
This role does not represent any operator. If applicable, when accessing the reports, it will be possible to select the operator for whom data is required.

The rights will be allotted to this role by an AKEP administrator, and should only be chosen from:
· access to reports
· access to the option of creating users and roles within his organization
· access to the synchronization files, generated daily, through a link from the homepage. These files will be available for download (CFA9 – Reports generated automatically by the system)
· access to the web service which determines the status of a number, through a confidential URL (the only type of messages which can be sent).

3.1.5. CFA5 – Management of Users 
The system will allow the AKEP administrators or the operator administrators to define new users.

The users belong either to AKEP or to a single operator. There cannot be users representing several operators in the system.

The AKEP administrators will be able to define Operator Administrator users. 

The operator administrators will be able to define new users of the operator administrator type, to whom they assign user rights, based on their need, without exceeding the number of rights assigned to the operator administrator.

The following elements are filled in for a user: 
· surname

· forename

· username (used for authentication)

· password (used for authentication)

· e-mail address
· roles assigned
The users can be added, modified and deactivated.
3.1.6. CFA6 – Re-allocating a Block of Numbers to a Different Operator
A telephone number can have the following statuses for an operator: 
· the number is allotted to the operator by licence

· the number is used by the operator

We consider that a number is ported if it is used by an operator which is different from the operator to which the number was allotted by licence. 
In the case of ported numbers, we consider that the operator to whom the numbers were allotted by licence is the initial donor operator (iDO) for these numbers.
A block of numbers can comprise ported and un-ported numbers.
Re-allotment means withdrawing the licence of an operator for a block of numbers and granting the licence in question to a different operator. Thus, the numbers received through the re-allotment become “numbers allotted by licence”, while the recipient operator can also be called iDO for this block.
The numbers ported from the block:

1. remain ported if they are used by operators different from the ones to whom they were re-allotted by licence

2. are no longer ported if used by the operator to whom they were re-allocated by licence

For the numbers in the second situation, iDO will use “UC4 – Modification of routing information” in order to announce the other operators that the numbers are no longer ported. The operator will use code 18000 for routinginfo.
3.1.7. CFA7 – Synchronization with the CRDB database, by resending the messages 
The system will allow an operator to request the resending of messages sent to it and received on the automatic interface, in a certain time interval.

For the operators without an automatic interface, this function is not applicable.
The system will resend the messages as soon as possible after the request and it does not expect an answer for this operation. The messages are sent in order to allow the operator to synchronize its own system with the central system, in case the data from the two systems do not match and the loss/failure to process a message (by the operator) is suspected.
3.1.8. CFA8 – Synchronization by Verifying a Number (Audit)

The system will allow an operator to send a message for querying the status of a telephone number, from the porting viewpoint.

The system will reply immediately to the message in question, synchronically; UC2 – Intermediate the exchange of messages – does not apply.

The message sent by the operator will be: VRO (Verification Requested by Operator), npnumberstatusreq (implementation name).
Content of the VRO message:

· version (version of the XML schema), filled in by the Operator
· datetime (date when the system receives the message), filled in by the system for message storing 
· number, telephone number for which the verification is requested 
· operatorid – operator identifier
The message sent by the system following the reception of the VRO message is npnumberstatus (implementation name).

Content of npnumberstatus message:
· version (version of the XML schema),

· datetime (date when the system sends the message), filled in by the system for message storing
· number, telephone number for which the verification is requested 
· routinginfo (routing number if the telephone number is ported or 18000 if it is not ported)

· recipientid (RO identifier if the number is ported or nothing if the number is not ported)

· donorid (DO identifier if the number is ported)

· initialdonorid (identifier operator to whom the number is allotted by licence)

The elements have the same format and are of the same type as the other messages encountered.
3.1.9. CFA9 – Synchronization with the CRDB Database, through the Synchronization Report
Report Requested by the User, through the Web Interface
The system will provide a special report, for the synchronization of data regarding the status of the numbers ported by an operator. 
The report can be exported/requested in the following formats: XML, CSV, MS Excel, PDF, and TIFF.

The report comprises the following data:

· Date and hour when the system sent the broadcast message (npbroadcast or npdiscrejected or fnpupdate)

· Type of message (npbroadcast for npbroadcast, npdeactivated for npdiscrejected, and fnpupdate for fnpupdate)

· number

· numberfrom

· numberto

· donorID
· recipientID
· routinginfo
The report can be filtered on the basis of:
· period when the broadcast was sent

· interval of the number

· operator
· type of number (Geographic, Non-geographic, Mobile Non-geographic)

· type of message
The operator will use the resulting file (in the exported format), in order to update the data of its own system

Reports generated automatically by the system
1. Type I synchronization report
This type of report will be generated automatically by the system, at the end of each working day, comprising all the sent broadcast messages, in 3 versions:

· All the broadcast messages received the current day

· All the broadcast messages received during the last 7 days, except for the current day

· All the broadcast messages received during the last month, except for the current day
Besides the data requested manually by the user, the report comprises the following: 

· Number type (Fixed or Mobile)

· Start date and end date for the period included in the report
The report will be available for download in an location accessible through FTP and it will be provided in XML and CSV format. 

2. Type II synchronization report
This type of report will be generated automatically by the system, at the end of each working day, comprising all the broadcast messages sent, in 3 versions:
· All the broadcast messages received the current day

· All the broadcast messages received during the last 7 days, except for the current day

· All the broadcast messages received during the last month, except for the current day

Besides the data requested manually by the user, the report comprises the following:
· Number type (fixed, post-paid mobile, prepaid mobile)

· Start date and end date for the period included in the report

The report will be available for download in an location accessible through FTP and it will be provided in XML and CSV format. 

3. Copy report of CRDB
This report is available for the new operators entering the market, which intend to start up their own systems, with numbers ported and stored in CRDB. 
The report comprises the following:

· Recipient

· Initial donor

· Type of number (Geographic, Non-geographic, Non-geographic – mobile)

· Number
· Routing number 
The report will be generated on request and transmitted on a physical storage medium to the operator requesting it; it will be in XML and CSV format.
3.1.10. CFA10 – Querying the Status of a Telephone Number 
The system will allow querying porting status of a telephone number, without requiring authentication. In order to perform the verification, it is necessary to insert the telephone number (including the prefix). The system will display information on whether the number is ported or not; if the number is ported, the system displays the operator which provides services on the number in question at the moment of the information request. 
The system will implement an “anti-robot” security mechanism, in order to make sure that the anonymous user is a human one and to limit the number of queries.
3.1.11. CFA11 – Communicating the CRDB Unavailability 
The system will implement a special type of message, through which it can announce all the operators about its planned unavailability.

In addition, it will implement a message through which it announces that it resumes its availability. 
The unavailability period will have no impact on the time slots set for porting.
systemdown message – it announces the unavailability of the CRDB system
systemup message – it announces that the system is available 
Message content:
systemdown

· version – version of the XML schema 
· idnumber – unique identifier for the unavailability case
· datetime – date when it was sent
· startdate – date when the system ceases to be available (datetime)

· estimateddowntime – time interval, measured in hours, in which it is estimated that the system does not function (integer)

· reason – description of the reason for which the system is unavailable (string 200)

systemup

· version – version of the XML schema 
· idnumber – unique identifier for the unavailability case
· datetime – date when it was sent
When receiving these messages, the operators will reply with the Npsoapserverresponse message (see UC2 – Intermediate the exchange of messages).
3.1.12. CFA12 – Communication of Operators’ Unavailability for Execution 
The operators with the role of donors can communicate the unavailability of their own systems, in terms of porting, by sending the special npsystemdown message. When they return to being available, the operators will send the npsystemup message.
The system will enable the transmission of these messages to all the operators, according to UC2 – Intermediate the exchange of messages.

The systemdown/systemup status can also be viewed through the web interface.
If an operator undergoes the unavailability period, the system will reject any request for execution, with an error message (npexec message), addressing the operator in question.
Message content:

npsystemdown

· version – version of the XML schema 
· datetime – date when it was sent 
· operatorid – operator identifier 
npsystemup

· version – version of the XML schema 
· datetime – date when it was sent 
· operatorid – operator identifier 
The npsystemup message will be rejected if a npsystemdown message was not sent previously. The npsystemdown message cannot be sent, if a npsystemdown has already been sent. 
3.1.13. CFA13 – Retrieving Lost Messages (retry)
The system will allow retrieving messages which could not be sent successfully to the automatic interface of an operator – messages sent by the system, to which the operator did not reply with Npsoapserverresponse. 

The function is not applicable to the operators which only use the web interface. 

Retrieval using the Web Portal 
The operator will be able to view the messages which failed to be transmitted, it can select them and it can request their retransmission.

The messages can be searched for on the basis of the following: period, operator, type, Id of porting case, number involved in the porting process.
In case the message was received by the recipient, but the confirmation through the automatic interface failed, its reception can be confirmed through the web portal.

When the manual confirmation is made, the user will also mention the date of reception, in order to keep accurate records of the communication in CRDB. After the manual confirmation, the message will no longer have the “sending error” status. 
Retrieval using the automatic interface
The retransmission request will also be possible through an automatic interface. To this end, the operator will send a special message.
For the retry function, the message transmitted by the operator will be called “Retransmission of Failed Message – RME”. Practically, the name of the XML message will be npretry.
Content of the npretry message:

· Version – version of the XML schema 
· IDnumber: id of the case to which it refers 
· Datetime: date and hour when the message was sent
· OperatorID: identifier of the operator which sends the message
· Messagetype: technical name of the message for which the retransmission is requested 
Validations made by the CRDB system, when receiving this message:

· It verifies the operator identity

· It verifies whether in the case identified through Idnumber, the operator was directly involved (recipient or donor)

· It verifies whether the operator has the right to receive the message requested, according to the role;

· It verifies whether the requested message exists
· It verifies whether the requested message was delivered to the operator, but the latter did not confirm its reception, with npsoapserverresponse
The CRDB system will reply with the reception confirmation message npsoapserverresponse, which can confirm either:
· Reception and acceptance of the npretry message as a valid one.  

· Reception and rejection of the npretry message, as an invalid one. In this case, npsoapserverresponse will also comprise the errors which led to the rejection of the message.
If npretry was accepted, CRDB will transmit the requested message, in a subsequent moment, as soon as possible.

The operator’s system will have to confirm the reception of the message requested through npsoapserverresponse. In case it does not reply. CRDB will try to resend the message a predefined number of times, or at a predefined time interval, after which it will give up and leave the message in the same “sending error” state. The mechanism in question is the same as the one used for the first delivery attempt.
3.1.14. CFA14 – Replay Received Messages 
The system will allow replaying messages already received by the operator – messages transmitted by the system, to which the operator replied with Npsoapserverresponse.

The function is not applicable to the operators who use only the web interface.
Request for replay, using the web portal
The operator will be able to view the already received messages; it can select them and request their replay. 
The messages can be searched for on the basis of the following: operator, type, id of porting case, number involved in the porting process.
The system will resend these messages as soon as possible, regardless of the work schedule. No npsoapserverresponse reply is expected from the operator, for these messages. 
Request of Replay using the Web Portal 
For the replay function, the message sent by the operator will be called “Replaying Received Message – RMP”. Practically, the name of the XML message will be npresend.
Content of the npresend message:

· Version – version of the XML schema
· IDnumber: id of the case to which it refers 
· Datetime: date and hour when it was sent
· OperatorID: identifier of the operator which sends the message 
· Messagetype: technical name of the message for which the retransmission is requested 
Validations made by the CRDB system, when receiving this message:

· It verifies the operator identity

· It verifies whether in the case identified through the Idnumber, the operator was directly involved (recipient or donor)

· It verifies whether the operator has the right to receive the message requested, according to the role;

· It verifies whether the requested message exists

· It verifies whether the requested message was delivered to the operator, but the latter did not confirm its reception, with npsoapserverresponse\

The CRDB system will reply with the reception confirmation message npsoapserverresponse, which can confirm either:

· Reception and acceptance of the npretry message as a valid one.  

· Reception and rejection of the npretry message, as an invalid one. In this case, npsoapserverresponse will also comprise the errors which led to the rejection of the message.

If npretry was accepted, CRDB will transmit the requested message, in a subsequent moment, as soon as possible.

The operator’s system will have to confirm the reception of the message requested through npsoapserverresponse. In case it does not reply. CRDB will not retry to send the requested message. The operator will have to send a new npresend message.

3.1.15. CFA15 – Search for Messages 
The system will allow searching for received messages, based on the following criteria:

· Messages accepted by the system or messages rejected by the system

· Time interval when the message was received
· Operator sending the message 

· Operator receiving the message

· Identifier of the porting case – criterion available only for accepted messages 
· Type of message
· Telephone number (the first number in case of range), included in the message 

· Reason for rejection (all the messages rejected due to validation errors, or due to exceeding the daily limit) – criterion available only for rejected messages 
The search criteria are interpreted with “and” between them.

After filling in the search criteria and the execution of the search by the user, the system will display the messages found, which meet the filled in criteria. The following information will be displayed for each message:

· Type of message

· Date and hour of reception 

· Sent by (sending operator)

· Sent to (recipient operator)

· First telephone number
· Reason for rejection (invalid, exceeded limit) – available only for rejected messages
· First validation error – valid only for messages rejected due to validation errors 
For each message found, the user can access the original XML file of the message. 
The list of messages displayed following a search or call will have maximum 500 lines, even if there are more messages, according to the search criteria filled in. 

3.1.16. CFA16 – Case search
The system will allow searching for a case through a “search box” functionality, available only for AKEP and for the operators. 
For the operators, the access will be restricted only to the porting cases, in which they were either donors or recipients. 
The search can be made using the identifier of the case or a telephone number involved in the case. The “Case file” report can be accessed after finding the case – see UC5 – “Report Generation”.

3.1.17. CFA17 – Subprocess of information regarding the connection status 
The functionality will allow a CRDB administrator or an operator to test the functioning status of the connection and of the automatic interface, accessing the web portal. 

The CRDB administrator can test the connection with any operator registered in the system, with automatic interface.
The operator can only test its own interface.
In order to test the interface:

1. The CRDB system will test the connection, by sending specific commands: ping, trace route.

2. The CRDB system will test whether the automatic interface of the operator responds by sending a specific message (Verification of Operator Connection – VOC), with the technical name “npping”.

3. The operator system will reply synchronically to the npping message, with the npsoapserverresponse message.
If the operator implements the npping message:
· The npsoapserverresponse message will not comprise any error for the situation in which the system functions

· The npsoapserverresponse message comprises errors (code and description), in case the interface could receive the message but there are other problems, errors which the operator sends to CRDB
· If the interface does not function, CRDB will not receive any npsoapserverresponse message
If the operator does not implement the npping message:

· The npsoapserverresponse comprises an “unknown message received” error 

· If the interface does not function, CRDB will not receive any npsoapserverresponse message
CRDB will keep the records of the operators which implement the npping message, in order to know how to interpret the reply to this message.
Content of the npping message:

· Version – version of the XML schema
· Datetime – date and hour when the message was sent
The operators which implement npping can send it to CRDB, as follows:
1. The operator sends a npping message to CRDB
2. CRDB replies synchronically with npsoapserverreasponse, which will not comprise any error or, if the CRDB interface does not function or it is not accessible, the operator will not receive any message.
After calling the testing function of the connection status, CRDB will display for the user a short report, in the portal, with information obtained following:

· The ping command;

· The trace route command

· Npping (it will display the content of the npsoapserverresponse message or corresponding message, in case it did not receive anything)
3.1.18. CFA18 – Sending npsystemdown and npsystemup Messages, on behalf of an Operator
Accessing the CRDB portal, a system administrator will be able to initiate the transmission of a npsystemdown message for a particular operator, which is unable to either send or receive messages.

In addition, a CRDB administrator will also be able to send npsystemup for an operator which is marked as “down”.
The effect and content of these messages is the same as if they were sent by the operator. The recipients will not be able to know if the messages were initiated by the CRDB administrator. 

In addition, the “System status & CRDB info” box will be displayed for the CRDB administrators, as well.

3.1.19. CFA19 – Management of the Calendar 
Through this functionality, the system will allow:

· Generation of working and non-working days for the following year;
· Setting the duration of the working day (start hour, end hour);
· Modification of days on the operational calendar, as either working or non-working (only for the future);
· Modification of work schedule for future working days (the modification is not allow for the current day);

· E-mail notification that a new calendar has to be defined 3 months before the end of the current calendar. 
3.2. Requirements regarding Archiving 
3.2.1. CARH1 Archiving Processes 
Archiving will involve 2 processes, i.e.:

1. Copying data from the production database (known as the operational database) to archive databases

2. Deletion of data already copied from the operational database

The archive databases will be organized on years, i.e. there will be a separate database for each year 
Archiving (executing the two processes) will be made automatically, at the end of each week.
The copying and deletion processes, as well as the data involved, are presented in the table below.
	Data group
	G0 – Customer personal data 
	G1 – exchanged messages 
	G2 – timers in the T5 family
	G3 – cases and related information 
	G4 – configurations 

	Description
	Personal data of the customers (address, name etc.) in the porting messages 
	All the messages exchanged in the processes and related data
	All the data related to timers from the T5 family (T5F, T5M, T5AF, T5AM, T5BF, T5BM)
	Cases of porting, disconnection, routing modification and all the related information, including the rest of the timers 
	Configuration data – operational calendar 

	Copying age (months)
	It is not copied
	3
	3
	3
	3

	Deletion age (months)
	3
	6
	6
	-
	-

	Data selection criterion
	Date of porting case creation 
	Date of case creation
	Date of case creation
	Date of case creation
	Calendar date

	Archiving method
	Deletion
	Copy to annual databases, followed by deletion from the operational database
	Copy to annual databases, followed by deletion from the operational database
	Copy to annual databases.
 
	Copy to annual databases.


	Tables which comprise the targeted data 
	NpPortPrivateData


	HttpMessagelog

Message

MessageOutResponse

MessageSignature

Attachment
	CaseTimer

NpPortActivated

NpUpdCompleted

NpDiscDetail
	PortedNumber

CaseTimer

Case

NpPort

NpPortDetail

RejectReason

NpDisc

NpDiscDetail

NpUpd

NpUpdDetail
	OperationalCalendar




Table significance:

1. Data group: name of the data group targeted by the archiving activity

2. Description: description of the data group

3. Copying age (months): required data age, in order to be copied to the archive when the archiving is executed

4. Deletion age (months): required data age, in order to be deleted from the operational database when the archiving is executed

5. Data selection criterion: the criterion used to assess the age and the year when they are archived 

6. Archiving method: what happens to the data which meet the age criterion, when the archiving is executed 

7. Tables which comprise the targeted data: tables in the operational database which comprise the data of the targeted group

3.2.2. CARH2 Maintaining Data Coherence 
The data in the production system and in the archive system will be coherent.

The data in the production system will be complete only for the shortest deletion age (3 months). For older ages, the data will be filled in on groups, depending on the importance of the group. The porting cases and their related information, with the exception of the T5 messages and timers, are the most important group, whose data are deleted the latest – 24 months after the case is opened.
The cases related to the last operation of porting or routing modification on a ported number are never deleted from the operational database, regardless of the case age.

The archive data will be complete for the archived periods, for each group in turn. All the data once existing in the production group, older than 3 months, will be archived, regardless of the group (the copying age is 3 months for all the groups).
Due to the different ages for archive copying and deletion from the operational database, practically, although already archived, the data will still exist in the operational system in some cases. 

3.2.3. CARH3 – Maintaining the Synchronization of the Common Data 
A series of data are common to the both systems (production and archive). These data will be stored in duplicate form in the both systems, the archive ones being updated as the data in the production system change.
The data stored permanently in duplicate form are the ones referring to the blocks of numbers, the routing information, operators, limits and other master data.
In addition, the ported numbers and the latest cases of porting or related routing modifications are stored permanently in the operational system, although they are archived.
3.2.4. CARH4 – Accessing Archived Cases
The case sheet and a large part of the reports are accessible in the archive.

The archive will be accessed through a user interface which is distinct from the operational system in which the user can access a certain archived year. 
The existing reports, as well as the newly added ones, will be affected by the archiving processes, in the following manner:
	Report


	Pre-calculated


	Availability in the operational system

	Availability in the Archive



	Current status of cases
	
	Yes 
	Not applicable 

	Report on porting requests rejected by CRDB
	Monthly
	Yes, limited - G1
	Yes, within a year

	Report on porting requests rejected by CRDB – aggregated on the reason for rejection
	
	Yes
	No

	Amount of telephone numbers ported among participants (received/handed over)
	
	Yes
	Yes, within a year

	Statistics of the amount of porting sequences executed or in process of execution
	
	Yes
	Not applicable

	History of porting cases per numbers
	
	Yes, limited - G1
	Yes, within a year

	Statistics on the amount of failed porting cases
	
	Yes
	Yes, within a year

	Statistics on the amount of failed porting cases – details
	
	Yes
	Yes, within a year

	Statistics on exceeding the maximum time slots
	Monthly
	yes
	No

	Statistics on exceeding the maximum time slots – details 
	
	Yes, limited to G2-for T5 
	Yes, within a year

	Statistics on measured time slots
	Monthly
	Yes
	No

	Porting cases in process per operator
	
	Yes
	Not applicable 

	Report regarding the current status of a number and the history regarding the porting process
	
	Yes, current state
	Yes, only historically, within a year

	Report on the disconnection requests
	
	Yes
	Yes, within a year

	Report on the routing modification requests
	
	Yes
	Yes, within a year

	Statistics on the unavailability for execution of the operators 
	
	Yes
	Not applicable 

	Synchronization report
	
	Yes, limited G1
	No

	Statistics on the system unavailability
	
	Yes
	No

	Statistics of the numbers stored by CRDB

	Monthly
	Yes

	No


	Case sheet 
	
	Yes, limited to G1
	Yes, within a year

	Case search (view, not report) – based on idnumber or number, it searches for the cases and shows their location
	
	
	

	Statistics regarding the porting sequences, in several attempts
	
	Yes
	Not applicable 

	Report on the message processing time intervals, by CRDB 
	
	Yes, limited - G1
	Not applicable

	Message search function
	
	Yes, limited G1
	Yes, within a year

	Report regarding the porting cases with final date exceeding the preset limit
	
	Yes
	Yes, within a year


Table significance:

1. Report: report name
2. Pre-calculated: it indicates if the report also has a pre-calculated version and the time slot to which the data are aggregated. For the reports pre-calculated for 1 month, the time interval can be selected from month to month. The current month can also be included, in which case it will comprise dates up to the previous day – the pre-calculation is performed daily.
The current version of the reports with pre-calculated versions is still available (with the exception of the average time slot reports), but it will run just as slow, unless the limitations are met. The pre-calculated versions do not have limits regarding the length of the selected time interval or regarding the age of the data.

3. Availability in the operational system: it indicates if the report is available in the operational system and how old can the required data be. If a limit is indicated, it means that the age of the data accessed is determined by the age of deletion for the group in question. If no limit is indicated, all the data are available. 

4. Availability in the Archive: it indicates if the report is available in the archive and which are the limitations. Due to the fact that the archive is organized on calendar years, a report can only be executed within one year.
The archive will have a functionality which searches for the year or years with data about a telephone number or a case (Search based on Idnumber or telephone number). The data of the XML messages can be seen in the case sheet.
3.3. Requirements of the Software Element External Interfaces 
3.3.1. User Interfaces 
The user interface will be a Web interface, meeting the standards and the best practices in the area.

The interface will be available in Albanian and English
In all the sections displaying porting cases (e.g. recipient/ porting requests transmitted /donor/replies sent etc.) it will be possible to select the number of messages which can be displayed on a page (e.g. 10/50/100)

The porting cases presents on the following will be arrangeable depending on the date of the last status, operator (recipient or donor), request status (postponement, delivery).
The screen called from the page, which displays the responses received will highlight strictly the total acceptances, the partial acceptances and the rejections. 
A mechanism will be implemented at the level of the interface, through which the user will be able to select several npbroadcast, fnpupdate or npdiscrejected message and reply to all the messages at the same time.

The selection of the number of messages which can receive simultaneous reply will be a preset one (e.g. 1 page). 

Thus, the operator will select several npbroadcast, fnpupdate, npdiscrejected messages and will select the “bulk” reply option. The system (portal) will generate a reply for each selected message and will automatically send it to the recipient. The page where the “bulk” reply is executed will display all the information for each message in turn, in order to allow the user to make an informed decision. 
In addition, for the npbroadcast, fnpupdate or npdiscrejected received messages, older than 24 hours, for which the operator did not reply with npdone, IRM, npdeactdone it will be possible to confirm their reception in bulk. 
Main screens/pages of the interface:

1. ”Home” for AKEP
2. ”Home” for each operator
3. ”Porting” for the recipient operator
4. ”Disconnection” for recipient operator
5. ”Routing modification” for recipient operators 
6. ”Communication of unavailability” for operators – it allows filling in and sending the npsystemdwn and npsystemup messages
”Screens” for use cases:

PORTING (UC1)

For the donor:

	Case status
	Screen content
	Possible actions 
	Screen name 

	Initiated 
	Recipient
Porting case ID
Number or series of numbers
Date, hour of status initiation 

Postponed delivery
	View complete nprequest content

Acceptance for each number or for the series
Rejection for each number or for the series

Delivery of npresponse message 
Delivery of npcancelrequest message
	Porting requests to validate

	Execution
	Recipient
Porting case ID
Total numbers
First number
Date, hour of status initiation
	View complete npexec content

Delivery of npready message 
	Porting requests to execute

	Routing update
	Recipient
Porting case ID
Total numbers
First number
Routing number
Date, hour of status initiation
	View complete npbroadcast content

Delivery of npdone message 
	Porting requests – to update routing

	Abortion
	Recipient
Porting case ID
Total numbers
First number
Date, hour of status initiation
	View complete npabort content

Delivery of npabortactivated message 
	Porting requests – to abort

	Rejected, cancelled, aborted, finalized by the system
	Recipient
Porting case ID
Total numbers
First number
Status

Date, hour of status initiation
	View complete message content 

	Cancelled, aborted or finalized requests


For the Recipient:

	Case status
	Screen content
	Possible actions
	Screen name

	-
	Elements of the nprequest message
	Fill in nprequest content

Delivery of npcancel message 
	Porting

	Initiated
	Donor

Porting case ID
Total numbers
First number
Date, hour of status initiation 

Postponed delivery
	View complete nprequest content

Delivery of npcancel message 
	Porting requests to validate

	Accepted
	Donor

Porting case ID
Total numbers
First number
Date, hour of status initiation
Texp
	View complete npresponse content

Delivery of npexec message
Delivery of npcancel message


	Porting requests to execute (accepted)



	Execution 
	Donor

Porting case ID
Total numbers
First number

	View complete npexec content

Delivery of npabort message


	Porting requests – to execute at the donor

	Execution donor
	Donor

Porting case ID
Total numbers
First number
Routing number (to fill in)

Date, hour of status initiation
	View complete npready content
Delivery of npbroadcast message

Delivery of npabort message

	Porting requests – to send routing info

	Rejected, cancelled, aborted, finalized by the system
	Donor

Porting case ID
Total numbers
First number
Stare

Date, hour of status initiation
	View complete message content
	Cancelled, aborted or finalized requests


   For any operator (except for the recipient operator)
	Case status
	Screen content
	Possible actions 
	Screen name 

	Routing update
	Recipient
Donor

Porting case ID
Total numbers
First number
Routing number
Date, hour of status initiation
	View complete npbroadcast content

Delivery of npdone message
	Porting requests – to update routing 




DISCONNECTION (UC3)
   For the initial donor:

	Case status
	Screen content
	Possible actions
	Screen name

	Sys received npdisconnect
	Recipient
Disconnection case ID 

Total numbers
First number
Date, hour of status initiation 
	View complete npdisconnect content

Delivery of npdiscaccepted message
Delivery of npdiscrejected message
	Disconnection notifications to validate

	Sys  received npdeactivated
	Recipient

Initial donor 

Disconnection case ID 

Total numbers

First number

Date, hour of status initiation
	View complete npdeactivated content

Delivery of npdeactdone message 
	To delete the routing information


    For the recipient:
	Case status
	Screen content
	Possible actions
	Screen name

	-
	Elements of the npdisconnect message
	Fill in npdisconnect
Delivery of npdisconnect
	Disconnection 

	Sys received npdiscrejected
	Initial donor 
Disconnection case ID
Total numbers
First number
Date, hour of status initiation 


	View complete npdiscrejected content


	Rejected disconnection notifications 

	Sys  received npdiscaccepted
	Initial donor 

Disconnection case ID
Total numbers
First number
Date, hour of status initiation
	View complete npdiscaccepted content

Delivery of npdeactivated message
	Disconnections to execute (validated by the donor)


    For any operator (except for the recipient)
	Case status
	Screen content
	Possible actions
	Screen name

	Sys  received npdeactivated
	Recipient
Initial donor 
Disconnection case ID 
Total numbers
First number
Date, hour of status initiation
	View complete npdeactivated content

Delivery of npdeactdone message 
	To delete the routing information


ROUTING MODIFICATION (UC4)

    For the recipient operator 
	Case status
	Screen content
	Possible actions
	Screen name

	-
	Elements of the fnpupdate message


	Fill in fnpupdate message

Delivery of fnpupdatecompleted  message
	Routing modification 


   For any operator (except for the recipient)
	Case status
	Screen content
	Possible actions
	Screen name

	Sys  received fnpupdate
	Recipient
Donor

Modification case ID
Total numbers
First number
Date, hour of status initiation
	View complete fnpupdate content

Delivery of fnpupdatecompleted  message
	To modify the routing information




Worklist (Home page)
The worklist is a special screen which indicates the actions which have to be performed by the user. It is a complex screen which can be adjusted and personalized through filtering, based on the user needs, in order to use this screen to access all the implemented functionalities, through message exchange. 
The worklist indicates:

· The actions which have to be performed by the recipient operator for the cases of porting, disconnection, routing modification;

· The actions which have to be performed by the donor operator for the cases of porting, disconnection, routing modification; 

· The actions which have to be performed by the participant operator for the cases of porting, disconnection, routing modification
For each situation in turn, the worklist counts the number of cases in which it is necessary to intervene. When accessing such indicator, the system will display the screen for solving the cases in question (according to the descriptions above). 

The worklist presents the following situations:

Porting 
Donor

Taking into account cases newer than 30 days (the age refers to the date of the last case status)
· Number of porting requests received

· Number of replies sent

· Number of porting sequences initiated by the recipient

· Number of porting requests cancelled 
Taking into account cases newer than 15 days:

· Number of aborted porting sequences

· Number of porting sequences aborted by CRDB
· Number of porting sequences cancelled by CRDB
· Number of “To update routing information” cases 

Recipient
Taking into account cases newer than 30 days:
· Number of porting requests sent

· Number of replies received

· Number of “To initiate porting” cases

· Number of initiated porting sequences

· Number of porting sequences executed by the donor

· Number of requests cancelled by the donor 
Taking into account cases newer than 15 days:
· Number of confirmed abortions

· Number of porting sequences aborted by CRDB
· Number of porting sequences cancelled by CRDB 
Participant:

Taking into account cases newer than 15 days:
· Number of “To update routing information” cases

Disconnection 
Donor

Taking into account cases newer than 60 days:
· Number of disconnection notifications received

Taking into account cases newer than 15 days:
· Number of “To delete routing information” cases

Recipient
Taking into account cases newer than 60 days:
· Number of accepted disconnections

· Number of rejected disconnections 
Participant

Taking into account cases newer than 15 days:
· Number of “To delete routing information” cases

Modification of routing information
Donor

Taking into account cases newer than 15 days:
· Number of “To modify routing information” cases

Participant

Taking into account cases newer than 15 days 
· Number of “To modify routing information” cases

The messages which finalize the cases (success or error), received successfully by the operator through the automatic interface and confirmed with the reply message (npsoapserverresponse) will no longer be displayed on the home page for a confirmation which should be executed manually from the portal.
3.3.2. Communication Interface with the Operator Systems 
The communication interface is a technical interface between the operator system and CRDB.
It will ensure the following functionalities:
· Authentication and authorization

· Delivery of messages to CRDB
· Reception of messages from CRDB
The interface is based on the SOAP/XML message exchange, by calling certain web or post HTTP services. 
The technical specifications of the communication interface are described in a separate document.
3.4. Usability Requirements
There are no specific requirements, besides the ones provisioned. The interface will comply with the standards and the best practices.
The application will function on Internet Explorer 7.0 or newer and on Mozilla Firefox 3.0 or newer. The compatibility with other browsers, though very probable, will not be verified.

3.5. Performance Requirements
3.5.1. nprequest1 – Message Delivery Time Intervals 
Under normal circumstances, CRDB will have to deliver any message in maximum 10 minutes. The time is measured through the difference between the timestamp attached to the message on reception and the timestamp attached to the message on successful delivery.
The (nprequest) messages whose delivery is postponed for the following working day are the exception to this rule. These messages have to be the first to be sent, before any other messages, the following working day. 

The messages which were delivered without receiving a Npsoapserverresponse reply (delivery error) from the operator are the exception to this rule. 

The messages received in the time interval when the system delivers (nprequest) messages postponed from the previous day are the exception to this rule, because their delivery begins after the delivery of the postponed ones. This situation is considered abnormal and the time interval in which they have to be delivered can last up to 1 hour, with a delivery limit of 300 requests/day/donor and a postponement of the exceeding messages, in order to cover another day.
3.5.2. nprequest2 – Number of phone service operators 
The estimated number of phone service operators using the system is of minimum 300.

The amount of telephone numbers owned by these operators includes the following:

- number of operators which will use the technical communication interface;

- number of operators which will only use the WEB interface (minimum 300).
3.5.3. nprequest3 – Amount of Data and Open Sessions 
Estimated amount of ported numbers 
· Minimum 2,000,000 ported numbers, with the possibility to extend the storage capacity

· 6,000 ported numbers processed per day
Estimated amount of simultaneous open sessions 
300 users (only one user + password, only one open communication session)
Storage capacity
· For 10 years

3.6. Availability requirements 
The software system will have 98.5% availability, calculated on the basis of the following formula:
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Tn is calculated as the sum of all the system interruptions. It is considered that the system does not function if no porting sequences can be executed, either through the communication interface, or through the web access interface. 
The following aspects are not calculated for Tn:

· Unavailability (downtime), outside working days and hours

· Unavailability caused by reasons independent from the implemented software, such as unavailability of hardware, of the software systems which it runs (Microsoft).
3.7. Scalability Requirements
There are no special requirements. The system will be scalable for the increase in performance, according to the scaling possibilities of the technologies used and according to the provisions. 

3.8. Design and Architecture Constraints 
This solution is designed using the Microsoft: MS .NET, MS BizTalk Server, MS SQL Server, MS Windows Server technologies.
Thus, all the functionalities provided by these technologies are available – such as (but not only) backup, restore, reporting, monitoring, security, data integrity etc.
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